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3 See footnote 1 to § 378.3
4 See footnote 1 to § 378.3
5 Classified document, not releaseable to

the public.
6 See footnote 5 to § 378.4(j).

7 See footnote 1 to § 378.3.
8 See footnote 1 to § 378.3

Board of the President’s Foreign Intel-
ligence Advisory Board, established
under E.O. 12863, 3 CFR, 1993 Comp., p.
632, at least quarterly, in consultation
with the GC, DoD:

(1) Any significant oversight activi-
ties undertaken; and

(2) Any DoD intelligence activities of
questionable legality or propriety, the
investigative action on them, an eval-
uation of completed investigations,
and the action taken on completed in-
vestigations.

(g) Participate as a member of the
Defense Counterintelligence Board
(DoD Directive 5240.2 3).

(h) Pursuant to DoD Directive
5240.12 4, review and conduct an annual
financial audit of all funds generated
by DoD Intelligence Commercial Ac-
tivities, and report the results to the
Assistant Secretary of Defense for
Command, Control, Communications,
and Intelligence.

(i) Review DoD clandestine intel-
ligence activities to ensure compliance
with special constraints and controls.

(j) Evaluate the effectiveness of the
DoD intelligence components’ efforts
to protect HUMINT sources, in accord-
ance with DoD Directive S–5205.1 5.

(k) Participate in the Sensitive Re-
connaissance Operations approval proc-
ess.

(l) Conduct liaison with Federal in-
telligence and law enforcement agen-
cies (e.g., Central Intelligence Agency,
Federal Bureau of Investigation, and
Drug Enforcement Administration) at
the national level and field locations,
as required, to ensure DoD intelligence
activities and DoD intelligence support
to law enforcement agencies are being
conducted properly.

(m) Review the DoD sensitive support
provided to the DoD Components and
other Federal Agencies, pursuant to
DoD Directive S–5210.36 6, to ensure
compliance with DoD policy.

(n) Coordinate, as appropriate, with
the DoD Inspector General (DoD IG) on
matters relating to the DoD IG’s area

of responsibility in accordance with
DoD Directive 5106.1 7.

(o) Perform such other functions as
the Secretary of Defense may pre-
scribe.

§ 378.5 Relationships.

(a) In the performance of assigned re-
sponsibilities and functions, the
ATSD(IO) shall serve under the author-
ity, direction, and control of the Sec-
retary of Defense, and shall:

(1) Report directly to the Secretary
and Deputy Secretary of Defense.

(2) Coordinate and exchange informa-
tion with other OSD officials, heads of
the DoD Components, and other Fed-
eral officials having collateral or re-
lated functions.

(3) Use existing facilities and services
of the Department of Defense and other
Federal Agencies, when practicable, to
avoid duplication and to achieve max-
imum efficiency and economy.

(b) Other OSD officials and heads of
the DoD Components shall coordinate
with the ATSD(IO) on all matters re-
lated to the responsibilities and func-
tions cited in § 378.4.

§ 378.6 Authorities.

The ATSD(IO) is hereby delegated
authority to:

(a) Obtain reports, information, ad-
vice, and assistance, consistent with
DoD Directive 8910.1 8, as necessary, in
carrying out assigned functions.

(b) Communicate directly with the
heads of the DoD Components and,
with notification to the Chairman of
the Joint Chiefs of Staff, to the Com-
manders of the Unified Combatant
Commands, as necessary, in carrying
out assigned functions.

(c) Request such temporary assist-
ance from the DoD Components as may
be required for the conduct of inspec-
tions or investigations, to include per-
sonnel, facilities, and other services.
Requests for needed support shall be
made in accordance with established
procedures.

(d) Communicate directly with the
Intelligence Oversight Board of the
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